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What Will Be Covered in 
This Presentation?

• Team Introduction
• Sprint 2 Milestone Goals and Objectives
• Sprint 2 Milestone Progress Summary

• One-page Dashboard
• Overall WBS: Timeline / Gantt Chart

• Sprint 2 Weekly Scrum Updates
• Sprint 2 Task Discussions

• Overall WBS: Timeline / Gantt Chart
• Team member presentation
• Per Epic WBS: Timeline / Gantt Chart
• Discussion with Empirical Evidence / 

Artifacts
• Time Tracking: Team and individual effort 

via person-hour burn-up pivot tables / 
charts / graphs for Sprint 2

• Sprint 2 Recap/Review to include Project 
Experience



OCDS Team

• Scott Gilstrap
• Project Manager  / Team Leader / Scrum Master
• OCDS VP of Project Management

• Stephanie Aguirre
• Project Technical Writer / Instructor
• OCDS VP of Learning and Development

• Chris Dunbar
• Project Systems Administrator / Web Master
• OCDS VP of Infrastructure and Web Development

• Justin Place
• Project Senior Architect / AI Developer
• OCDS VP of Development Operations

• Ryan LeBlanc
• Project Senior Architect / AI Developer
• OCDS VP of Product Development

Owl Cyber Defense Systems



Sprint 2 Goals & Objectives
Development & Testing Phase



Milestone 2
Goals & Objectives

Sprint 2
Feb 26 – Mar 24, 2024

• Complete & Publish OCDS Business Plan
• Complete & Publish OCDS Company Policies
• Publish the OCDS Company and Project 

Websites
• Develop & Test the Cyber Awareness 

Training Curriculum Client Offering
• Develop & Test the Proprietary IT Security 

Plan Client Offering
• Develop & Test the Risk Management Plan 

Client Offering
• Develop & Test the OCDS AI-enabled 

Chatbot with Hardening Content 
• Develop & Test the OCDS Server Hardening 

Tool Client Offering
• Develop & Test the Advanced Firewall, SEIM, 

and Log Analyzer Client Offering



Sprint 2 Milestone Progress Summary



Sprint 1 Milestone Progress One-Slide Dashboard

Target 
Date Progress Key Issues & 

Risks
GTG Action 

Plan

Leadership 
Assistance 
Requested

Complete & Publish OCDS Business Plan 21-Mar-24 • Successfully completed Business Plan ahead of time. 
• The Business Plan is on target to be published on website by 21-Mar. NA NA NA

Publish OCDS Company Policy List 14-Mar-24 • Completed OCDS Company Policy List.
• Incorporated into the Business Plan and the OCDS Company website. NA NA NA

Complete & Publish OCDS Company & 
Project Websites 19-Mar-24 • Using input from all team members configured and published the 

OCDS company and project websites. NA NA NA

Develop & Test the OCDS IT Security Plan 
Client Offering 18-Mar-24 • Completed the IT Security Plan Form Questionnaire

• Worked with webmaster to incorporate form into the website NA NA NA

Develop & Test the OCDS Risk Management 
Plan Client Offering 23-Mar-24

• Building the Risk Assessment Plan based on IT Security Plan form.
• The RA Plan is on target to be completed by deadline, March 23rd.
• Issue w RM Plan resolved by incorporating into InfoSec Plan.

Separate Risk 
Assessment from 

IT InfoSec Plan

Incorporate 
outcome w IT 
Security Plan

No

Develop & Test the OCDS AI-enabled Chatbot 
with Server Hardening Content 18-Mar-24 • Completed entry of all the various datasets (WinServer 19 & 22, 

Win10, Red Hat Enterprise Linux, Ubuntu, etc. and Chatbot testing. NA NA NA

Develop & Test the OCDS Server Hardening 
Tool Client Offering 21-Mar-24 • Created the VM Infrastructure to support hardening tool and demo.

• Completed PowerShell & Bash scripts. Testing now. On target.  NA NA NA

Develop & Test the OCDS Advanced Firewall, 
SEIM & Log Analyzer Client Offering 19-Mar-24 • Completed SEIM tool configuration (Security Onion).

• Established network traffic for monitoring. On target.
SEIM network 

traffic flow
-Move cable
-Software reinstall No

LEGEND On Track At Risk DelayedComplete Not 
StartedB G Y R NH On-Hold/ 

Canceled

B

B

B

B

B

B

B

B



Sprint 1 Milestone Progress Summary
• All Sprint 2 Epics are completed or on target 

for successful completion and submission by 
Mar 24, 2024.

• All tasks have been completed and/or 
addressed in a timely manner to be on track.

• Weekly Scrum meetings were conducted, 
and updates were logged appropriately.

• Project workload has been distributed evenly 
with each team member contributing 
appropriately.

• Two issues were noted with the Risk 
Management Plan & SEIM Epics

• RA needed to be incorporated into the 
over IT Security Plan

• SEIM network traffic flow required 
mitigation efforts

• Issues did not become an impediment or risk

• No change request was required



Weekly Scrum Updates



Project Manager Project Objective Start Date End Date

Scott Gilstrap Design and establish a first-class cybersecurity company 
offering world-class AI-enable proprietary cyber 
protections to meet today’s robust cybersecurity 
requirements at a reasonable cost to the client.

01/16/24 05/05/24 

Project – Owl Cyber Defense Systems – Sprint 2 Data as of: 03/02/24 

ID Key Risk(s) Description Mitigation / Action Plan

No Data None N/A N/A

ID Key Issue(s) Description Mitigation / Action Plan

No Data None N/A N/A

Key Milestones Start Date End Date % Complete

Planning & Designs 
Complete (Sprint 0)

01/19/24 01/25/24 100%

Planning & Designs 
Complete (Sprint 1)

01/25/24 02/25/24 100%

Development & Testing 
Complete (Sprint 2)

02/26/24 03/24/24 15%

Business Plan & Products 
Released to Production 
(Sprint 3)

03/18/24 04/21/24 0%

Overall Schedule Budget Scope Resource

n n n n n 

Key Accomplishments/Activities Next Steps

ü Sprint 1 Review & Retrospective
ü Sprint 2 Planning & appropriate Project task updates
ü Completed Company Business Plan 
ü Added data to AI dataset for further learning & accuracy
ü Reached STIG PowerShell script for server scanning
ü Started writing scripts for server hardening content
ü Installed/configured NVIDIA Chat w RTX for STIG trng data
ü Company website additions: Navbar, menus for client 

offerings (product catalog), new automation code.
ü Started investigating CMS for Project website
ü Upgraded Company IT Policy list; added to Business Plan
ü Completed Company Legal Structure & added to the 

Business plan

ü Create dataset tasks of documentation for company, so 
the chatbot can provide information to customers 

ü Add datasets to feed NIST 2.0 information
ü Troubleshoot website public access config
ü Publish Business Plan to Company website
ü Start work to create IT Security Plan website form
ü Collapse Risk Mngmnt Plan into IT Security Plan task
ü Research, install, configure STIG Manager
ü Create scripts to assist customer with STIG systems
ü Publish draft of Company website
ü Resolve issue with or rebuild SEIM server (not 

impediment issue at this time)
ü Implement monitoring of live network traffic
ü Investigate Nvidia's Chat w RTX AI application for possible 

integration with company website for live demos

LEGEND

On Track At Risk DelayedComplete Not Started

NH

On Hold

B

Cancelled

C G A R

Week-1: 25 Feb – 02 Mar 2024 



Project Manager Project Objective Start Date End Date

Scott Gilstrap Design and establish a first-class cybersecurity company 
offering world-class AI-enable proprietary cyber 
protections to meet today’s robust cybersecurity 
requirements at a reasonable cost to the client.

01/16/24 05/05/24 

Project – Owl Cyber Defense Systems – Sprint 2 Data as of: 03/02/24 

ID Key Risk(s) Description Mitigation / Action Plan

No Data None N/A N/A

ID Key Issue(s) Description Mitigation / Action Plan

No Data None N/A N/A

Key Milestones Start Date End Date % Complete

Planning & Designs 
Complete (Sprint 0)

01/19/24 01/25/24 100%

Planning & Designs 
Complete (Sprint 1)

01/25/24 02/25/24 100%

Development & Testing 
Complete (Sprint 2)

02/26/24 03/24/24 35%

Business Plan & Products 
Released to Production 
(Sprint 3)

03/18/24 04/21/24 0%

Overall Schedule Budget Scope Resource

n n n n n 

Key Accomplishments/Activities Next Steps

ü Completed the Legal Structure & included in the OCDS 
Final Business Plan

ü Completed all aspects of the OCS Business Plan and 
delivered it to the team for Publishing to the Websites

ü OCDS AI security chatbot is now accessible over the 
internet without going through gradio

ü Added datasets to incorporate NIST 2.0 data
ü Incorporated STIG Manager and appropriate scripts to AI
ü Published draft of Company website
ü Rebuilt SEIM server successfully to avoid impediment
ü Completed troubleshooting and fixed issues with Chatbot 

interface – no issue or risk to the Project Plan

ü Complete the Cyber Awareness Training Curriculum 
ü Incorporate Training into the website
ü Add datasets to feed NIST 2.0 information
ü Create script to give report on system compliance 

(Windows and Linux)
ü Configure/join ubuntu client-server domain.
ü Create scripts to harden Windows and Linux systems.
ü Create form to support the IT Security Plan client offering
ü Incorporate IT Security plan with the website
ü Configure the Risk Management Plan client offering into 

the IT Security Plan.

LEGEND

On Track At Risk DelayedComplete Not Started

NH

On Hold

B

Cancelled

C G A R

Week-2: 03 – 09 Mar 2024 



Project Manager Project Objective Start Date End Date

Scott Gilstrap Design and establish a first-class cybersecurity company 
offering world-class AI-enable proprietary cyber 
protections to meet today’s robust cybersecurity 
requirements at a reasonable cost to the client.

01/16/24 05/05/24 

Project – Owl Cyber Defense Systems – Sprint 2 Data as of: 03/02/24 

ID Key Risk(s) Description Mitigation / Action Plan

No Data None N/A N/A

ID Key Issue(s) Description Mitigation / Action Plan

001
002

Risk Assessment
SEIM Network

Overall flow of data and deliverable.
Physical flow of data impeded.

Incorporate w IT Security Plan.
Visit data center, move cable.

Key Milestones Start Date End Date % Complete

Planning & Designs 
Complete (Sprint 0)

01/19/24 01/25/24 100%

Planning & Designs 
Complete (Sprint 1)

01/25/24 02/25/24 100%

Development & Testing 
Complete (Sprint 2)

02/26/24 03/24/24 75%

Business Plan & Products 
Released to Production 
(Sprint 3)

03/18/24 04/21/24 0%

Overall Schedule Budget Scope Resource

n n n n n 

Key Accomplishments/Activities Next Steps

ü Incorporated the Business Plan with the OCDS website
ü Began incorporation of the OCDS IT Security Plan 

Questionnaire Form on the OCDS company website.
ü Experienced issue w Risk Assessment flow. Avoided risk & 

impediment by deciding to incorporate w InfoSec Plan
ü Completed the Training Curriculum and began work to 

incorporate on the OCDS company website. 
ü Published updates on Project & OCDS Company websites
ü Conducted troubleshooting on SEIM network issues  
ü Added datasets to feed NIST 2.0 information
ü Created the initial scripts to provide reports on system 

compliance (Windows and Linux)
ü Configured/joined a ubuntu client-server domain

ü Update scripts to give report on system compliance.
ü Update configuration for scripts for hardening content.
ü Completed integration of the IT Security Plan and Risk 

Assessment questionnaires w the OCDS company website.
ü Complete the last section of Cyber Security Awareness 

Training in its entirety. 
ü Publish additional child webpages of websites
ü Complete Website Training page & Team page w bios.
ü Visit data center again to fix network issue
ü Complete scripts for applying STIGs via NIST 2.0
ü Configure the systems to prevent certain applications 

from being blocked.
ü Test scripts as they progress on demo systems to ensure 

they work and are not blocked.

LEGEND

On Track At Risk DelayedComplete Not Started

NH

On Hold

B

Cancelled

C G A R

Week 3: 10 – 16 Mar 2024 



Project Manager Project Objective Start Date End Date

Scott Gilstrap Design and establish a first-class cybersecurity company 
offering world-class AI-enable proprietary cyber 
protections to meet today’s robust cybersecurity 
requirements at a reasonable cost to the client.

01/16/24 05/05/24 

Project – Owl Cyber Defense Systems – Sprint 2 Data as of: 03/02/24 

ID Key Risk(s) Description Mitigation / Action Plan

No Data None N/A N/A

ID Key Issue(s) Description Mitigation / Action Plan

No Data None N/A N/A

Key Milestones Start Date End Date % Complete

Planning & Designs 
Complete (Sprint 0)

01/19/24 01/25/24 100%

Planning & Designs 
Complete (Sprint 1)

01/25/24 02/25/24 100%

Development & Testing 
Complete (Sprint 2)

02/26/24 03/24/24 100%

Business Plan & Products 
Released to Production 
(Sprint 3)

03/18/24 04/21/24 0%

Overall Schedule Budget Scope Resource

n n n n n 

Key Accomplishments/Activities Next Steps

ü Updated scripts to give report on system compliance.
ü Updated configuration for hardening content scripts.
ü Completed integration of the IT Security Plan and Risk 

Assessment questionnaires w the company website.
ü Completed the last section of Cyber Security Awareness 

Training in its entirety. 
ü Published additional child webpages of websites.
ü Completed Website Training page & Team page w bios.
ü Traveled to the data center again to fix network issue
ü Completed scripts to apply STIGs via NIST 2.0
ü Configured systems to prevent application blocking.
ü Tested scripts as they progress on demo systems to 

ensure they work and are not blocked.

ü Sprint 2 Review Meeting
ü Sprint 2 Retrospective Meeting.
ü Sprint 3 Planning Session. 
ü Review lessons learned and discuss improvements for 

Sprint 3 and project completion.
ü Register for and discuss preparation for C-Day.
ü Make final plan for all tasks to be completed and in 

production to start testing and preparation for project 
finalization. 

LEGEND

On Track At Risk DelayedComplete Not Started

NH

On Hold

B

Cancelled

C G A R

Week 4: 17 – 23 Mar 2024 



Sprint 2 Task Discussions



Overall WBS Epic Timeline for Sprint 2 Milestones

Complete



Epic: Complete & Publish the OCDS Business Plan
Scott Gilstrap



Complete & Publish the OCDS Business Plan

Complete/On Track



• Conducted multiple hours of research to 
obtain details for each section with very 
specific, true and realistic data to produce a 
very realistic Business Plan

• Verified content via team member 
collaboration

• Completed the specific details for OCDS 
company specific Business Plan entries

• See TOC screenshot for all specific 
detailed sections

• Uploaded completed OCDS Business Plan 
to the MS Teams collaboration site

• Deliverable artifact attached and included in 
the appendix

• Coordinated with Webmaster to upload to 
websites

Complete & Publish the OCDS Business Plan

Owner: Scott Gilstrap



Complete & Publish the OCDS Business Plan

Owner: Scott Gilstrap

Expense Cost
Certifications 15,000
Education and Training 25,000
Technology and Equipment 10,000
Business Structure/Legal Fees 1,500
Office Space and Utilities 10,000
Marketing and Branding 25,000
Insurance 1,750
Personnel Costs 250,000
Miscellaneous Expenses 10,000

Total $348,250

$75,000.00 

$200,000.00 

$400,000.00 
$450,000.00 

$600,000.00 

 $-

 $100,000.00

 $200,000.00

 $300,000.00

 $400,000.00

 $500,000.00

 $600,000.00

 $700,000.00

 Year 1  Year 2  Year 3  Year 4  Year 5

Revenue 

Year Revenue Expenses P/L 
Year 1 $   75,000.00 $ 348,250.00 $(273,250.00)
Year 2 $ 200,000.00 $ 313,425.00 $(113,425.00)
Year 3 $ 400,000.00 $ 278,600.00 $ 121,400.00 
Year 4 $ 450,000.00 $ 300,000.00 $ 150,000.00 
Year 5 $ 600,000.00 $ 330,000.00 $ 270,000.00 

Startup Costs $ 348,250.00 

 $(400,000.00)

 $(200,000.00)

 $-

 $200,000.00

 $400,000.00

 $600,000.00

 $800,000.00

 Year 1  Year 2  Year 3  Year 4  Year 5  Startup
Cost

Profit & Loss Projection

 Revenue  Expenses  P/L

Linear  ( Revenue ) Linear  ( Expenses )

OCDS Client Offering Retail Cost
Proprietary IT Security Plan $699.99
Proprietary Risk Management & Assessment Plan $499.99
AI-enabled Security Chatbot Tool $1499.99
SIEM Tool $999.99
Cyber Awareness Training $399.99 per course



Epic: Complete & Publish the OCDS Company Policies
Stephanie Aguirre



Complete & Publish the OCDS Company Policies

Complete



Complete & Publish the OCDS Company Policies

• Completed detailed research of multiple 
sites and companies for Company Policy 
concepts and ideas.

• Completed research on specific policies for 
Company Policy List as well as specific IT 
Polices and decided which policies to use as 
OCDS Policy List.

• Completed final version of OCDS Company 
and IT Policies.

• Coordinated with the Scott Gilstrap to 
incorporate the completed version of the 
OCDS Company Policies into the OCDS 
Business Plan.

• Screenshot of Table of Contents to the right 
and more to follow on next three slides

Owner: Stephanie Aguirre



Complete & Publish the OCDS Company Policies

Owner: Stephanie Aguirre



Complete & Publish the OCDS Company Policies

Owner: Stephanie Aguirre



Complete & Publish the OCDS Company Policies

Owner: Stephanie Aguirre



Epic: Complete & Publish OCDS Company & Project Website
Chris Dunbar



Complete & Publish OCDS Company & Project Website

Complete/On Track



Complete & Publish OCDS Company & Project Website
• Conducted multiple lines of research for 

hosting capabilities to support the websites

• Published drafts of both the Project and the 
OCDS Company Websites

• Navigation bar, drop down menus, & 
automation

• Added content to both websites

• Company website
• Updated Products page layout
• Updated Services page layout
• Added Training page

• Project website
• Updated placeholder text with content 

from project documents (e.g., Business 
Plan). 

• Added Team page (need team input) 
• Added completed Business Plan in PDF 

format. 

Owner: Chris Dunbar



Complete & Publish OCDS Company & Project Website

Owner: Chris Dunbar



Complete & Publish OCDS Company & Project Website

Owner: Chris Dunbar



Epic: Develop & Test Cyber Awareness Training Client Offering
Stephanie Aguirre



Develop & Test Cyber Awareness Training Client Offering

On Track – no risks



Develop & Test Cyber Awareness Training Client Offering

• Took the Cyber Awareness Training design 
drafted in Sprint 1 and added content to 
Publish.

• Working with Webmaster to incorporate with 
the Training section of website.

• Researched several cyber awareness 
training experts to develop a proprietary 
OCDS training program. 

• Following are screenshots and artifact 
evidence of… 

• Our Cyber Awareness Training 
statement

• The Cyber Awareness Training 
Curriculum Client Offering

• AN actual training module

Owner: Stephanie Aguirre







Develop & Test Cyber Awareness Training Client Offering

Owner: Stephanie Aguirre



Epic: Develop & Test OCDS IT Security Planning Client Offering

Scott Gilstrap

Epic: Complete & Test the Risk Assessment Plan Client Offering



Develop & Test OCDS IT Security Planning Client Offering

Complete/On Track



Complete & Test the Risk Assessment Plan Client Offering

On Track – no risks 



Develop & Test OCDS IT Security Planning Client Offering

• Complete research on multiple aspects of an 
appropriate detailed IT Information Security 
Plan

• Took the initial concept/design and 
converted it into a 25-question IT 
Cybersecurity Plan Questionnaire Form

• Coordinated with the Webmaster to 
incorporate the IT Security Plan Form on the 
Website Client Service Offerings section

• Tested form submission

• Began work to build out an actual IT Security 
Plan for a client

Owner: Scott Gilstrap

Process:

• http://www.ocds.tech 

• Navigate to Products/Services Catalog
• Introductory/About page available for the 

Proprietary IT Security Planning client offering
• What is an IT Security Plan
• Benefits of a well written IT Security Plan
• How to get started

• Click Get Started

• Prompt to log in if not logged in already 

• Start 25-question questionnaire 

• Submit questionnaire upon completion.

http://www.ocds.tech/


Develop & Test OCDS IT Security Planning Client Offering

Owner: Scott Gilstrap

• https://forms.office.com/r/6jnRL8eX8j?origin=lprLink 

https://forms.office.com/r/6jnRL8eX8j?origin=lprLink


Complete & Test the Risk Assessment Plan Client Offering

• Issue: Research indicated the best option is 
to incorporate the Risk Assessment into the 
IT Security Plan.

• This did not result in an impediment or a 
risk. No change request was required. 

• Completed research on the various aspects 
of an appropriate detailed Risk Assessment 
and Management Plan.

• Incorporated appropriate Risk Assessment 
questions into the IT Security Planning tool. 

• Worked with the webmaster to design the IT 
Security/Risk Assessment Form on the 
OCDS website.

• Began work to create an actual IT Security 
Plan to include a Risk Assessment section.

Owner: Scott Gilstrap

• Risk Assessment Questionnaire:
• What are your company's most important IT assets?
• What kind of data breach would have a major impact on your business?

o Malware, cyber attack, human error?
o Think effect on customer information.

• Can all threat sources be identified?
• What is the level of the potential impact of each identified threat?
• What are the internal and external vulnerabilities?
• What is the impact if those vulnerabilities are exploited?
• What is the likelihood of exploitation?
• What cyber attacks, cyber threats, or security incidents could impact 

affect
• the ability of the business to function?
• What is the level of risk my organization is comfortable taking?

• Next, determine remediation method for each Risk
• Determine risks to reduce.
• Determine the highest priority security risk hierarchy?
• Reduce the risk in the most cost-effective way.



Epic: Develop & Test Server Hardening Tool Client Offering 

Ryan LeBlanc & Justin Place

Epic: Develop & Test OCDS AI-enable Chatbot with Server 
Hardening Client Offering 



Develop & Test OCDS AI-enable Chatbot with Server 
Hardening Client Offering 

Complete



Develop & Test Server Hardening Tool Client Offering

Complete/On Track



Develop & Test OCDS AI-enable Chatbot with Server 
Hardening Client Offering 

• Developed and tested chatbot with datasets.

• Researched scripting for automated server 
scanning capability.

• Started writing bash script to check Linux 
STIGs.

• Installed NVIDIA Chat with RTX and 
configured to use previously created training 
data for providing STIG information.

• Implemented Server 2022, Windows 10, 
RHEL8, & Ubuntu datasets.

• Investigated server AI scanning capabilities.

• Configured OCDA Chatbot to be accessible 
over internet without going through gradio.

• Implemented security controls.

• Researched Ansible for system hardening.

Owner: Ryan LeBlanc & Justin Place

OCDS Chatbot



Develop & Test Server Hardening Tool Client Offering

• Creating virtual domain environment (domain 
controller, management server, windows 10 
client created, and domain joined.

• Created Ubuntu client and server.

• Complete configuration of all Ubuntu, RHEL8, 
Windows 10, and Server 2019 & 2022 dataset 
configurations.

• Configured PowerShell and Bash scripts scan 
the Windows systems against the NIST STIGs.

• Configured VM environment for demo & 
established virtualized domain infrastructure.

• Management server connects to all systems on 
domain. 

• Installed vulnerability scanner for identifying 
vulnerabilities (Windows and Ubuntu) in which 
the AI chat bot can be used for remediation.

Owner: Ryan LeBlanc & Justin Place

STIG Reference examples 



Develop & Test OCDS AI-enable Chatbot with Server 
Hardening Client Offering 

Owner: Ryan LeBlanc & Justin Place



Owner: Ryan LeBlanc & Justin Place



Owner: Ryan LeBlanc & Justin Place



Owner: Ryan LeBlanc & Justin Place



Owner: Ryan LeBlanc & Justin Place



Owner: Ryan LeBlanc & Justin Place



Owner: Ryan LeBlanc & Justin Place



Epic: Develop & Test the Advanced Firewall, SIEM, & Log 
Analyzer Client Offering

Chris Dunbar



Develop & Test the Advanced Firewall, SIEM, & Log 
Analyzer Client Offering

Complete/On Track



Plan & Design the Advanced Firewall, SIEM, & Log Analyzer 
Client Offering

• Configured Security Onion VM and open source 
SEIM network & security monitoring tool for 
client offering.

• Visited data center to connect demo SEIM 
server to SPAN port for data collection

• Identified issue with SEIM server that may 
require reinstallation of software.

• Researched options for more hosting 
capabilities. 

• Configured a detailed design for the OCDS 
Advanced Firewall, SIEM & Log Analyzer

• Tested end to end monitoring

Chris Dunbar



Develop & Test the Advanced Firewall, SIEM, & Log 
Analyzer Client Offering

Owner: Chris Dunbar



Sprint 2 Time Tracking



Sprint 2 Person-hour Time Tracking (Real-time Jira project export)



Person-hours Automated Report: 25Feb-02Mar24

Sprint-2 | Week-1



Person-hours Automated Report: 03-09Mar24

Sprint-2 | Week-2



Person-hours Automated Report: 10-16Mar24

Sprint-2 | Week-3



Person-hours Automated Report: 17-23Mar24

Sprint-2 | Week-4



Sprint 2 Person-hour Time Tracking (Team Totals)

• Chris Dunbar

• Justin Place

• Ryan LeBlanc

• Scott Gilstrap

• Stephanie Aguirre



Recap/Review



Sprint 2 Project Experience
• Accomplishments

• Everyone became more familiar with Jira project management software
• Got the Chatbot working across the network as opposed to just locally
• Successful scanning and producing a STIG related resultant set
• Automated team member time-tracking using Jira

• Challenges
• It is still challenging to work together so closely with such a demanding project, but this team continues to pull it off
• Creating a stand-alone Risk Assessment Plan – ended up incorporating with IT Security Plan
• Proper network connectivity at the data center – a couple of physical trips and a software reinstall fixed this challenge 
• Establishing an appropriate work/school/life balance 
• Writing the scripts to run against the STIGs 

• Lessons Learned
• Stay ahead of the curve by maintaining the weekly updates
• Consistent communications via MS Teams can produce good daily/weekly Scrum input
• Automate as much as possible

• Opportunities for Improvement
• Better time management to complete tasks with less stress
• Team Lead to make contact each morning 



Milestone 2
Goals & Objectives

Sprint 2
Feb 26 – Mar 24, 2024

• Complete & Publish OCDS Business 
Plan

• Complete & Publish OCDS Company 
Policies

• Publish the OCDS Company and Project 
Websites

• Develop & Test the Cyber Awareness 
Training Curriculum Client Offering

• Develop & Test the Proprietary IT 
Security Plan Client Offering

• Develop & Test the Risk Management 
Plan Client Offering

• Develop & Test the OCDS AI-enabled 
Chatbot with Hardening Content 

• Develop & Test the OCDS Server 
Hardening Tool Client Offering

• Develop & Test the Advanced Firewall, 
SEIM, and Log Analyzer Client Offering



Next Phase: Sprint 3



Milestone 3
Goals & Objectives

Sprint 3
Mar 25 – Apr 21, 2024

• Sprint 2 Review & Retrospective and
• Sprint 3 Planning Meeting scheduled for 

February 25, 2024
• Sprint 3 Potential Goals & Objectives

• Review finalized Deliverables
• Business Plan
• Company Policies
• Project & Company website
• Client Offerings

• Cyber Awareness Training 
Curriculum

• IT Security Planning & Risk 
Assessment

• AI-enable Server Hardening Tool
• Adv F/W, SIEM, & Log Analyzer



Thank You!


