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What Will Be Covered in 
This Presentation?

• Team Introduction
• Sprint 1 Milestone Progress Summary

• Sprint 1 Milestone Goals and Objectives
• WBS: Timeline / Gantt Chart view of all 

Sprint 1 Epics and Tasks showing 
assignee and progress

• Sprint 1 weekly scrum updates
• Sprint 1 Task Discussions with empirical 

evidence/artifacts
• Time Tracking: Team and individual effort 

via person-hour burn-up pivot tables / 
charts / graphs

• Sprint 1 Recap/Review to include Project 
Experience



OCDS Team

• Scott Gilstrap
• Project Manager  / Team Leader / 

Scrum Master

• Stephanie Aguirre
• Technical Writer / Instructor

• Chris Dunbar
• Systems Administrator / Web Master

• Justin Place
• Senior Architect / Developer 

• Ryan LeBlanc
• Senior Architect / Developer 

Owl Cyber Defense Systems



Sprint 1 Milestone Progress Summary



Sprint 1 Milestone Progress One-Slide Dashboard

Target 
Date Progress Key Issues & 

Risks

GTG 
Action 
Plan

Leadership 
Assistance 
Requested

Plan & Design OCDS Business Plan 09-Feb-24 • Completed successful design of OCDS Business Plan after 
researching multiple options/possibilities. NA NA NA

Build-out Website Infrastructure 03-Feb-24 • Complete.  Used actual data center infrastructure as host systems. 
• Built and configured VMs using VMware and configured firewall. NA NA NA

Plan & Design the OCDS Company Website 11-Feb-24 • In Progress. On Track.  Installed all server packages and encryption 
certificates. Created web page templates using team input. NA NA NA

Plan, Design & Publish draft of Project 
Website 25-Feb-24 • Complete.  Configured proper web template using requirements 

document for project folders and content NA NA NA

Plan & Design the OCDS IT Policies 17-Feb-24 • Completed the list of IT Policies for the OCDS Business Plan.
• Coordinated with Scott to preparation incorporation into the plan. NA NA NA

Plan & Design the IT Security Planning Client 
Offering 06-Feb-24 • Complete.  Compared multiple cybersecurity plan options.

• Designed the baseline for IT cybersecurity planning tool. NA NA NA

Plan & Design the Risk Management 
Planning Client Offering 16-Feb-24 • Complete. Based on the design of the OCDS cybersecurity planning 

tool created a form design to develop proprietary risk mgmt. plan NA NA NA

Plan & Design the Cyber Awareness Training 
Client Offering 14-Feb-24 • Complete. Created employee cybersecurity educational curriculum.

• Listed certs & skills required and designed a training plan NA NA NA

Plan & Design the AI-enabled Server 
Hardening Client Offering 18-Feb-24 • Complete. Designed website layout, researched NIST 800-53 & AI 

toolsets. Configured dataset. Trained AI. Improved design accuracy. NA NA NA

Plan & Design the Advanced Firewall, SIEM, & 
Log Analysis Client Offering 16-Feb-24 • Complete. Researched multiple firewalls & selected pfSense.

• Selected SecurityOnion to by the SIEM & Log Analyzer. NA NA NA
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Sprint 1 Milestone Progress Summary

• Sprint 1 is on target for successful 
completion and submission by Feb 25, 2024

• All tasks have been completed and/or 
addressed in a timely manner to be on track

• Weekly Scrum meetings were conducted, 
and updates were logged appropriately

• Project workload has been distributed evenly 
with each team contributing appropriately

• There have been no risks, issues nor 
impediments to log/track

• No change requests were required

• Details addressed in following slides



Sprint 1 Goals & Objectives



Milestone 1
Goals & Objectives

Sprint 1
Jan 25 – Feb 25, 2024

• Plan & Design the OCDS Business Plan
• Build-out Website Infrastructure
• Plan & Design the OCDS Company 

Website
• Plan, Design & Publish draft of Project 

Website
• Plan & Design the OCDS IT Policies
• Plan & Design the IT Security Planning 

Client Offering
• Plan & Design the Risk Management 

Planning Client Offering
• Plan & Design the Cyber Awareness 

Training Client Offering
• Plan & Design the AI-enabled Server 

Hardening Client Offering
• Plan & Design the Advanced Firewall, 

SIEM, & Log Analysis Client Offering



Work Breakdown Structure



Overall WBS Epic Timeline for Sprint 1 Milestones

Complete



Plan & Design the OCDS Business Plan

Complete



Build Out Website Infrastructure

Complete



Plan & Design a Draft of the OCDS Company Website

In Progress & On Target to be Completed in Sprint 1 – requirements expanded as needs were discussed with team.



Plan, Design & Publish a Draft of the Project Website

Complete



Plan & Design the OCDS Company IT Policies

Complete



Plan & Design the IT Security Planning Client Offering

Complete



Plan & Design Cyber Awareness Training Client Offering

Complete



Plan & Design the Risk Management Plan Client Offering

Complete



Plan & Design the AI-enable Server Client Offering 

Complete



Plan & Design the Advanced Firewall, SIEM, & Log 
Analyzer Client Offering

Complete



Weekly Scrum Updates



Project Manager Project Objective Start Date End Date

Scott Gilstrap Design and establish a first-class cybersecurity company 
offering world-class AI-enable proprietary cyber 
protections to meet today’s robust cybersecurity 
requirements at a reasonable cost to the client.

01/16/24 05/05/24 

Project – Owl Cyber Defense Systems Data as of: 01/21/24 

ID Risk(s) Description Mitigation / Action Plan

No Data N/A N/A N/A

ID Issue(s) Description Mitigation / Action Plan

No Data N/A N/A N/A

Key Milestones Start Date End Date % Complete

Planning & Designs 
Complete (Sprint 0)

01/19/24 01/25/24 50%

Planning & Designs 
Complete (Sprint 1)

01/26/24 02/18/24 5%

Development & Testing 
Complete (Sprint 2)

02/19/24 03/17/24 0%

Business Plan & Products 
Released to Production 
(Sprint 3)

03/18/24 04/21/24 0%

Overall Schedule Budget Scope Resource

n n n n n 

Key Accomplishments/Activities Next Steps

ü Created/Submitted Project Proposal
ü Template for Project created in Jira
ü Researched IT Policies & cyber awareness training
ü Researched company and project website infrastructure 

required
ü Purchased company website domain name (ocds.tech)
ü Researched AI coding 

ü Obtain Project Proposal Approval
ü Complete Project planning via Jira
ü Submit and obtain Project Plan documentation
ü Continue research and start planning & designing

ü Business Plan
ü IT Policies
ü Cyber Awareness Training Curriculum 
ü Website structure
ü AI coding for network analysis and hardening

Key Risks/Issues

LEGEND
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B

Cancelled

C G A R

Week of 14-20 Jan 2024 



Project Manager Project Objective Start Date End Date

Scott Gilstrap Design and establish a first-class cybersecurity company 
offering world-class AI-enable proprietary cyber 
protections to meet today’s robust cybersecurity 
requirements at a reasonable cost to the client.

01/16/24 05/05/24 

Project – Owl Cyber Defense Systems Data as of: 01/28/24 

ID Risk(s) Description Mitigation / Action Plan

No Data N/A N/A N/A

ID Issue(s) Description Mitigation / Action Plan

No Data N/A N/A N/A

Key Milestones Start Date End Date % Complete

Planning & Designs 
Complete (Sprint 0)

01/19/24 01/25/24 100%

Planning & Designs 
Complete (Sprint 1)

01/26/24 02/18/24 15%

Development & Testing 
Complete (Sprint 2)

02/19/24 03/17/24 0%

Business Plan & Products 
Released to Production 
(Sprint 3)

03/18/24 04/21/24 0%

Overall Schedule Budget Scope Resource

n n n n n 

Key Accomplishments/Activities Next Steps

ü Acquired Instructure project approval to move forward
ü Conducted Kickoff Meeting
ü Designated Team Lead / Project Manager
ü Conducted Sprint 0 Retrospective –no issues
ü Conducted Sprint 1 Planning Meeting – Planning & Design
ü Completed Jira project entries (Epics, Tasks, Reports)
ü Researched specific policies for Company IT Policy List
ü Capacity planning for website infrastructure build
ü Researched AI-enable data sets for NIST 800-53
ü Created OCDS company logo

ü Research Business and IT Planning
ü Vision, Strategies, Goals 

ü Plan/Design company IT Policy structure
ü Plan/Design client product cyber awareness videos
ü Research Business legal structures
ü Plan/Design company’s product offering catalogue and 

target market
ü Research appropriate Business Models 
ü Build out website infrastructure
ü Design company & project websites
ü Continue research into AI coding for product offerings

Key Risks/Issues

LEGEND

On Track At Risk DelayedComplete Not Started

NH

On Hold

B

Cancelled

C G A R

Week of 21-27 Jan 2024 



Project Manager Project Objective Start Date End Date

Scott Gilstrap Design and establish a first-class cybersecurity company 
offering world-class AI-enable proprietary cyber 
protections to meet today’s robust cybersecurity 
requirements at a reasonable cost to the client.

01/16/24 05/05/24 

Project – Owl Cyber Defense Systems Data as of: 02/04/24 

ID Risk(s) Description Mitigation / Action Plan

No Data N/A N/A N/A

ID Issue(s) Description Mitigation / Action Plan

No Data N/A N/A N/A

Key Milestones Start Date End Date % Complete

Planning & Designs 
Complete (Sprint 0)

01/19/24 01/25/24 100%

Planning & Designs 
Complete (Sprint 1)

01/26/24 02/18/24 25%

Development & Testing 
Complete (Sprint 2)

02/19/24 03/17/24 0%

Business Plan & Products 
Released to Production 
(Sprint 3)

03/18/24 04/21/24 0%

Overall Schedule Budget Scope Resource

n n n n n 

Key Accomplishments/Activities Next Steps

ü Completed Sprint 0 & started Sprint 1
ü Began research on OCDS Business Plan.
ü Completed initial design of OCDS IT Policies & legal
ü Began website infrastructure and server build outs
ü Initiated DNS configurations for both OCDS websites
ü Discovered multiple tools for AI Bot research
ü Initiated NIST STIG server hardening research
ü Began research to identified tools, methods, & datasets 

to create & train AI chat bot
ü Researched applicable types of AI applications

ü Milestone 3 & associated Project Plan task assignments.
ü Design OCDS Business & IT Goals & Objectives.
ü AI application research & create initial AI environment.
ü Create initial data set & train w/ Win10 STIGs.
ü Refine training dataset to improve AI responses.
ü Convert full STIG checklists to JSON for AI training.
ü Design cybersecurity resources list & awareness training.
ü Incorporate OCDS IT policy design w/ Business Plan.
ü Static HTML site generator package research.
ü Select website templates & created initial website pages.
ü Research open-source security packages to support Zero 

Trust Security client offerings & AI server hardening  

Key Risks/Issues

LEGEND

On Track At Risk DelayedComplete Not Started

NH

On Hold

B

Cancelled

C G A R

Week of 28 Jan - 03 Feb 2024 



Project Manager Project Objective Start Date End Date

Scott Gilstrap Design and establish a first-class cybersecurity company 
offering world-class AI-enable proprietary cyber 
protections to meet today’s robust cybersecurity 
requirements at a reasonable cost to the client.

01/16/24 05/05/24 

Project – Owl Cyber Defense Systems Data as of: 02/11/24 

ID Risk(s) Description Mitigation / Action Plan

No Data N/A N/A N/A

ID Issue(s) Description Mitigation / Action Plan

No Data N/A N/A N/A

Key Milestones Start Date End Date % Complete

Planning & Designs 
Complete (Sprint 0)

01/19/24 01/25/24 100%

Planning & Designs 
Complete (Sprint 1)

01/26/24 02/18/24 75%

Development & Testing 
Complete (Sprint 2)

02/19/24 03/17/24 0%

Business Plan & Products 
Released to Production 
(Sprint 3)

03/18/24 04/21/24 0%

Overall Schedule Budget Scope Resource

n n n n n 

Key Accomplishments/Activities Next Steps

ü Completed planning for the overall Business Plan Design
ü Established the employee cybersecurity resource list
ü Completed early stages of Cybersecurity Awareness 

Training client offering
ü Decided on Hugo as HTML website generator and created 

initial development website – polled team on site content
ü Completed research on AI language models and 

implemented baseline dataset for AI learning
ü Designed AI Chatbot based on JSON

ü Focus on the company’s product catalogue & cost model
ü Plan design of client offerings…

ü IT Securing & Risk Management Planning
ü Make final decision on website templates & themes
ü Publish initial draft of company website
ü Design Capstone project website
ü Complete research on open-source security packages to 

support the Zero Trust Security offering
ü Implement multiple responses from the Chatbot by 

increasing AI data set & implement openAI API
ü Convert JSON items to intents for AI training and increase 

the dat set.

Key Risks/Issues

LEGEND

On Track At Risk DelayedComplete Not Started

NH

On Hold

B

Cancelled

C G A R

Week of 04-10 Feb 2024 



Project Manager Project Objective Start Date End Date

Scott Gilstrap Design and establish a first-class cybersecurity company 
offering world-class AI-enable proprietary cyber 
protections to meet today’s robust cybersecurity 
requirements at a reasonable cost to the client.

01/16/24 05/05/24 

Project – Owl Cyber Defense Systems Data as of: 02/18/24 

Key Milestones Start Date End Date % Complete

Planning & Designs 
Complete (Sprint 0)

01/19/24 01/25/24 100%

Planning & Designs 
Complete (Sprint 1)

01/26/24 02/18/24 95%

Development & Testing 
Complete (Sprint 2)

02/19/24 03/17/24 0%

Business Plan & Products 
Released to Production 
(Sprint 3)

03/18/24 04/21/24 0%

Overall Schedule Budget Scope Resource

n n n n n 

Key Accomplishments/Activities Next Steps

ü Installed Hugo site generator and dependent packages
ü Created initial development website using site generator
ü Researched open-source security packages to support 

our Zero Trust Security offerings
ü Researched AI on Language models and algorithms
ü Implement code to take dataset and learn
ü Created Chatbot to answer questions based on learning
ü Windows 10 dataset configuration completed
ü Formatted dataset to be ingested by learning model
ü Adjusted batch sizes & epochs for better accuracy results
ü Created intents for AI training
ü Worked patterns for better AI bot conversation accuracy
ü Linux checklist in JSON format & added to training model
ü Completed initial Security Planning client offering
ü Completed adjustments to the initial OCDS Business Plan

ü Final decision website templates & themes selection
ü Publish draft of company website / start Project website
ü Conclude research into open-source security packages to 

support our Zero Trust Security offerings
ü Implement multiple responses from bot
ü increase data set with other OS
ü Implement OpenAI API to assist if answer not in dataset
ü Modify intents to get better results from chatbot
ü Research NVDIA RAG
ü Investigate adding OpenAI to chatbot to increase 

functionality
ü Complete Risk Assessment client offering design
ü Conduct adjustments to the Security Planning client 

offering design
ü Incorporate the final OCDS IT Policies into the Business 

Plan & complete the design of Cyber Awareness Training 
client offering

LEGEND

On Track At Risk DelayedComplete Not Started

NH

On Hold

B

Cancelled

C G A R

Week of 11-17 Feb 2024 

No Key Risks/Issues to log



Sprint 1 Task Discussions



• Conducted multiple hours of research into 
multiple different Business Plan designs

• Planned out and created the design for the 
OCDS company Business Plan

• Mission & Vision
• Business Strategies & Goals
• IT Strategies & Goals
• Company IT Policies
• Business Model
• Product Offering Catalogue
• Cost Model

• Uploaded design to the OCDS MS Teams 
collaboration site

• Deliverable artifact attached and included in 
the appendix

Plan & Design the OCDS Business Plan

Scott Gilstrap



• Completed research of different virtualization  
infrastructure hosting services

• VMWare vSphere
• Microsoft Azure Virtual Machines
• Citrix Hypervisor
• Red Hat Virtualization
• Oracle VM VirtualBox

• Made informed decision to use VMWare

• Conducted capacity planning for website 
infrastructure build

• Completed server infrastructure build out of 
backend hosting middleware and web 
servers

• VMWare summary for web server VM using 
OpenBSD 7.4

Build-out Website Infrastructure

Chris Dunbar



Plan & Design the OCDS Company & Project Website (1 of 3)

• Purchased company website domain name 
(ocds.tech)

• Completed DNS configurations for both 
OCDS websites

• Used Hugo as HTML website generator to 
create initial development website

• Polled team on site content

• Completed draft of the OCDS company 
website as well as the project website

Chris Dunbar



Plan & Design the OCDS Company & Project Website (2 of 3)

Chris Dunbar



Plan & Design the OCDS Company & Project Website (3 of 3)

• DNS zone file

• Completed DNS configurations for both 
OCDS websites

• https://ocds.tech 
• https://project.ocds.tech 

• Start Of Authority
• ns1.dunabr.net 
• hostmaster.dunabr.net

• Name Servers
• ns1.dunabr.net
• ns2.dunabr.net
• ns3.dunbar.net

• Public IP
• 38.110.15.77

Chris Dunbar

https://ocds.tech/
https://project.ocds.tech/


Plan & Design the OCDS Company IT Policies

• Researched various sites and companies for 
IT Policy concepts and ideas

• Researched specific policies for Company IT 
Policy List and narrowed down potential 
policies to use as OCDS IT Policies

• Completed initial design of OCDS IT Policies

• Converted design into a Word document for 
presentation and record keeping

Stephanie Aguirre



Plan & Design the IT Security Planning Client Offering

• Researched various aspects of an 
appropriate detailed IT Cybersecurity Plan

• Designed an initial concept of an IT 
Cybersecurity Plan

• Converted conceptional design into a client 
offering to establish a client’s proprietary IT 
Cybersecurity Plan

• Prepared the design for conversion into a 
testable format

• Converted the design into a Word document 
for presentation and record keeping

Scott Gilstrap



Plan & Design the Risk Management Plan Client Offering

• Researched various aspects of an 
appropriate detailed Risk Assessment and 
Management Plan

• Designed an initial concept of a Risk 
Assessment and Management Plan

• Converted conceptional design into a client 
offering to establish a client’s proprietary 
Risk Assessment and Management Plan 

• Prepared the design for conversion into a 
testable format

• Converted the design into a Word document 
for presentation and record keeping

Scott Gilstrap



Plan & Design Cybersecurity Awareness Training Offering

• Research various sites and business for 
ideas to design an IT Cybersecurity 
Awareness Training curriculum and policies

• Established the employee cybersecurity 
resource list

• Completed early stages of Cybersecurity 
Awareness Training client offering

• Converted the Cybersecurity Awareness 
Training into a Word document showing 
Cybersecurity Polices for presentation and 
project record keeping 

Stephanie Aguirre



Plan & Design the AI-enable Server Client Offering (1 of 3)

• Researched the concept of AI coding

• Researched AI-enable data sets for the 
NIST 800-53 family 

• Discovered multiple tools for AI Bot research

• NIST STIG server hardening research

• Researched identified tools, methods, & 
datasets to create & train AI chat bot

• Researched applicable types of AI 
applications

• Researched AI language models and 
implemented baseline dataset for AI learning

• Designed AI Chatbot based on JSON

• Researched AI on Language models and 
algorithms

Ryan LeBlanc & Justin Place



Plan & Design the AI-enable Server Client Offering (2 of 3) 

• Implement code to take dataset and learn

• Created Chatbot to answer questions based 
on learning

• Windows 10 dataset configuration 
completed

• Formatted dataset to be ingested by learning 
model

• Adjusted batch sizes & epochs for better 
accuracy results

• Created intents for AI training

• Worked patterns for better AI bot 
conversation accuracy

• Linux checklist in JSON format & added to 
training model

Ryan LeBlanc & Justin Place



Plan & Design the AI-enable Server Client Offering (3 of 3) 

Ryan LeBlanc & Justin Place



Plan & Design the Advanced Firewall, SIEM, & Log Analyzer 
Client Offering

• Researched open-source security packages to support 
our Zero Trust Security offerings

• Planned out an initial design for the OCDS Advanced 
Firewall, SIEM & Log Analyzer

• Security Onion SIEM dashboard (Elasticsearch)

• pfSense firewall dashboard

Chris Dunbar



Sprint 1 Time Tracking



Sprint 1 Person-hour Time Tracking (Real-time Jira project export)



Sprint 0 Person-hour Time Tracking (Week 0)

• Scott Gilstrap

• Chris Dunbar



Sprint 1 Person-hour Time Tracking (Week 1)

• Chris Dunbar

• Justin Place

• Ryan LeBlanc

• Scott Gilstrap

• Stephanie Aguirre



Sprint 1 Person-hour Time Tracking (Week 2)

• Chris Dunbar

• Justin Place

• Ryan LeBlanc

• Scott Gilstrap

• Stephanie Aguirre



Sprint 1 Person-hour Time Tracking (Week 3)

• Chris Dunbar

• Justin Place

• Ryan LeBlanc

• Scott Gilstrap

• Stephanie Aguirre



Sprint 1 Person-hour Time Tracking (Week 4)

• Chris Dunbar

• Justin Place

• Ryan LeBlanc

• Scott Gilstrap

• Stephanie Aguirre



Sprint 1 Person-hour Time Tracking (Team Totals)

• Chris Dunbar

• Justin Place

• Ryan LeBlanc

• Scott Gilstrap

• Stephanie Aguirre



Recap/Review



Sprint 1 Project Experience
• Accomplishments

• Established a good, robust Jira project model 
• Overcoming multiple scheduling conflicts to complete tasks on time
• Learn HTML generator tool & technical VM configurations for website as well SIEM infosec security offerings 
• Built a JSON training data-based Python AI ChatBot 

• Challenges
• Meeting consistently as a team when all members have full time jobs but this team did it well
• Creating design for the cyber awareness training
• The Hugo tool was more involved than originally estimated & required a lot of time investment to learn
• Establishing an appropriate work/school/life balance 
• Python code was complex & accomplishing better accuracy was difficult but eventually accomplished 

• Lessons Learned
• Concentrate on better time management between Capstone and work tasks
• Hugo (static HTML generator) is very robust and complicated
• Consistent communications via MS Teams can produce good daily/weekly Scrum input

• Opportunities for Improvement
• Better time management in order to complete tasks with less stress
• Spend a little more time on website folder & content to make for a better website presentation of client offerings



Milestone 1
Goals & Objectives

Sprint 1
Jan 25 – Feb 25, 2024

• Plan & Design the OCDS Business Plan
• Build-out Website Infrastructure
• Plan & Design the OCDS Company 

Website
• Plan, Design & Publish draft of Project 

Website
• Plan & Design the OCDS IT Policies
• Plan & Design the IT Security Planning 

Client Offering
• Plan & Design the Risk Management 

Planning Client Offering
• Plan & Design the Cyber Awareness 

Training Client Offering
• Plan & Design the AI-enabled Server 

Hardening Client Offering
• Plan & Design the Advanced Firewall, 

SIEM, & Log Analysis Client Offering



Next Phase: Sprint 2



Milestone 2
Goals & Objectives

Sprint 2
Feb 26 – Mar 24, 2024

• Sprint 1 Review & Retrospective and
• Sprint 2 Planning Meeting scheduled for 

February 25, 2024
• Sprint 2 Potential Goals & Objectives

• Complete & Publish Business Plan
• Complete & Publish IT Policies
• Publish Websites
• Develop & Test Client Offerings

• Cyber Awareness Training 
Curriculum

• IT Security Planning
• Risk Management & Assessment 
• AI-enable Server Hardening Tool
• Adv F/W, SIEM, & Log Analyzer



Thank You!


